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Diyanet isleri Bagkanligi Strateji Gelistirme Bagskanliginda istihdam edilmek (izere; 375 Sayili Kanun
HUkmunde Kararname’nin Ek 6’nci maddesi ile 31/12/2008 tarih ve 27097 sayih Resmi Gazete’de
yayimlanan Kamu Kurum ve Kuruluslarinin Biyiik Olgekli Bilgi islem Birimlerinde Sézlesmeli Bilisim
Personeli istihdamina iliskin Esas ve Usuller Hakkinda Yénetmelik'in 8inci maddesi kapsaminda
s6zllU/uygulamali sinav basari sirasina goére 10 adet s6zlesmeli bilisim personeli alimi yapilacaktir.
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Bilgi Guvenligi Uzmani 1
Toplam 10

I. GENEL BASVURU SARTLARI

657 sayili Devlet Memurlari Kanunu’nun 48 inci maddesinin (A) bendindeki genel sartlari tagimak,
Universitelerin yukaridaki tabloda belirtilen lisans diizeyindeki ilgili bélimlerinden veya bu
bélimlere es degerligi Yiksekogretim Kurulu (YOK) tarafindan kabul edilmis yurt disindaki
yuksekogretim kurumlarindan mezun olmak,

Yazilim, yazilim tasarimi ve gelistiriimesi ile bu surecin yonetimi konusunda veya buyuk dlgekli ag
sistemlerinin kurulumu ve ydnetimi konusunda en az 5 yillik mesleki tecribeye sahip bulunmasi
(Mesleki_tecriibenin _belirlenmesinde; bilisim personeli olarak 657 sayili Kanuna tabi
kadrolu veya ayni Kanunun 4 iincii maddesinin (B) bendi ya da 399 sayili Kanun Hiikmiinde
Kararnameye tabi sdzlesmeli _statiideki hizmetler ile 6zel kesimde sosyal giivenlik
kurumlarina_prim 6denmek suretiyle isci_statiisiinde bilisim personeli _olarak gectigi
belgelenen hizmet siireleri dikkate alinir),

Bilgisayar cevre birimlerinin donanimi ve kurulan ad yonetimi guvenligi hakkinda bilgi sahibi
olmalari kaydiyla glincel programlama dillerinden en az ikisini bildigini belgelemek,
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5. Kamu Kurum ve Kuruluslarinin Biyiik Olgekli Bilgi islem Birimlerinde Sézlesmeli Bilisim Personeli
istihdamina lligkin Esas ve Usuller Hakkinda Yénetmelik'te yer alan 6zliik haklari ve diger kurallari
kabul etmek,

6. 2024 yilh KPSSP3 puan tirinden en az 70 (yetmis) puan almig olmak (KPSS puani olmayan
yahut 70 (yetmis) puandan az olan adayin KPSS puani 70 (yetmis) olarak dikkate
alinacaktir.),

7. ingilizce dilinde gegerligi devam eden Yabanci Dil Bilgisi Seviye Tespit Sinavi puanina veya
YUksekogretim Kurulunca bu dilde denkligi kabul edilen gegerli dil belgesine sahip olmak (YDS
puanina veya YOK tarafindan denkligi kabul edilen dil belgesine sahip olmayan adaylarin
puani 0 (sifir) olarak dikkate alinacaktir.).

e Adaylar ilan edilen iinvanlardan sadece biri i¢in bagvuru yapabileceklerdir.
ll. OZEL BASVURU SARTLARI
A GRUBU

1. Kidemli Yaziiim Geligtirme Uzmani (2 Kisi)

a) Kamu kurumlarinda veya blytk Olcekli 6zel sektdr kuruluglarinda en az 5 (bes) yil sureyle
Kidemli Yazilim Geligtirici Gnvaniyla ¢alismis olmak ve belgelemek,

b) HTML, CSS, JavaScript gibi web teknolojileri ile en az 2 (iki) projede gérev almis olmak,

¢) Yazilim gelistirme yasam déngusu, strimleme ve dokiimantasyon slreglerine hakim olmak,

d) .NET platformunda (C#, ASP.NET, .NET Core/.NET 6+) uygulama gelistirme konusunda ileri
dizeyde bilgi ve deneyim sahibi olmak,

e) Web servisleri ve API teknolojileri (REST, JSON, XML) ile gcalisma konusunda tecriibeye sahip
olmak,

f) Yazilim mimarisi ve tasarim desenleri konusunda deneyim sahibi olmak (Omegin:MVC,
MVVM, DDD, CQRS gibi kavramlarla aktif olarak ¢alismis olmak.),

g) Kurumsal uygulamalarda mimari karar alma ve teknik rehberlik yapmis olmak (Ozellikle yeni
bir projenin teknik analiz ve yapilandirma asamasinda yer almis olmak.),

h) Kod inceleme (code review), pull request degerlendirme slireglerinde aktif rol almis olmak,

i) RDBMS (MS SQL Server, PostgreSQL, MySQL vb.) veri tabanlar ile uygulama gelistirmis
olmak ve ileri diuzeyde SQL bilgisine sahip olmak,

i) Versiyon kontrol sistemlerinden (Git, SVN vb.) en az birini aktif kullanmis olmak,

k) Tercihen XSLT, XSD gibi XML teknolojilerinde bilgi sahibi olmak,

[) Tercihen .NET uygulamalarinda kimlik dogrulama ve yetkilendirme sureclerinde (OAuth2, JWT,
OpenID Connect) deneyim sahibi olmak,

m) Tercihen birim testi, test otomasyonu ve hata ayiklama konularinda bilgi sahibi olmak,

n) Tercihen loglama ve izleme araglari konusunda deneyim sahibi olmak,

0) Tercihen yazilim guvenligi konularinda bilgi sahibi olmak,

p) Tercihen Agile/Scrum gibi ¢cevik yazilm gelistirme yontemlerinde proje deneyimi sahibi olmak.

B GRUBU

2. Yazilim Gelistirme Uzmani (1 Kisi)

a) Kamu kurumlarinda veya buyuk oOlgekli 6zel sektor kuruluglarinda yazilim gelistirme alaninda
en az 3 (Ug) yil mesleki tecriibeye sahip olmak ve belgelemek,

b) Yazilim yasam dongusu, kod versiyonlama ve dokimantasyon sureglerine hakim olmak ve
XML isleme (XSLT, XSD) konusunda tecriibe sahibi olmak,

c) Nesne yonelimli programlama (OOP) ve temel yazilim tasarim ilkeleri konusunda bilgi sahibi
olmak,

d) .NET platformunda (C#, ASP.NET, .NET Core) uygulama gelistirme konusunda bilgi sahibi
olmak,

e) Web tabanli uygulamalar gelistirme konusunda tecribeli olmak,



f)
9)

h)
D)
i)
k)

RESTful servisler ve JSON/XML veri formatlari ile galisma konusunda deneyim sahibi olmak,
RDBMS veritabanlariyla (MS SQL Server, PostgreSQL, MySQL vb.) galismis olmak, temel
SQL bilgisine sahip olmak,

Versiyon kontrol sistemlerinden (Git, SVN vb.) en az birini aktif kullanmis olmak,

Tercihen birim testleri ve hata ayiklama (debugging) konularinda temel bilgi sahibi olmak,
Tercihen yazilim guvenligi konusunda temel bilgilere sahip olmak,

Takim galismasina yatkin, teknik dokiimantasyon yapabilen ve iletisim becerileri glcli olmak.

DevOps Uzmani (1 Kisi)

a)

b)

Uygulama sunucusu ve API yénetimi alaninda toplamda en az 3 (Ug) yil tecribe sahibi olmak
ve belgelemek,

Dagitik sistem mimarileri, servis tabanl yapi (SOA) ve mikroservis mimarisi hakkinda temel
bilgiye sahip olmak,

Sistem yonetimi, ag yapilari, servis glivenligi ve erisim kontrolli konularinda bilgi sahibi olmak,
Uygulama sunucu kurulumu, yapilandiriimasi, deploy, log analizi ve sorun giderme
sureclerinde deneyimli olmak,

Web sunucularinin yapilandirmasi ve yonlendirme ayarlar (reverse proxy, SSL termination
vb.) konularinda bilgi sahibi olmak,

API| Gateway platformlarindan en az biriyle uygulamali deneyime sahip olmak,

APTllerin yayinlanmasi (publish), versiyonlanmasi, rate limiting, throttling, authentication
(OAuth2, JWT), IP whitelisting ve CORS yo6netimi gibi gateway politikalarini uygulayabilmek,
API anahtari (APl key), access token, guvenli APl ¢agrilari ve kullanici kimlik dogrulama
mekanizmalarini ydnetebilmek,

Uygulama ve API erigsim loglarini yorumlayabilmek, performans ve guvenlik igin izleme
¢6zUmleri ile galismis olmak (Prometheus, Grafana, ELK vb.),

Linux/Unix ortamlarinda uygulama kurulumlari, betik yazimi (Bash, Shell), log takibi ve sistem
ayarlari konusunda bilgi sahibi olmak,

Tercihen Docker/Kubernetes gibi konteyner teknolojileriyle uygulama ve API ydnetimi deneyimi
olmak,

Tercihen kimlik ve erisim ydnetimi (SSO, LDAP, OAuth2) altyapilariyla entegrasyon
tecriibesine sahip olmak,

m) Tercihen glvenlik duvari, SSL sertifikalari, TLS yapilandirmalari ve glvenli APl tasarimi

n)
0)
9))

q)

konularinda bilgi sahibi olmak,

Tercihen CI/CD slreclerine asinalik (Jenkins, GitLab CI, Ansible vb.) ve deployment
otomasyonu bilgisi olmak,

Tercihen ITIL, ISO/IEC 27001 gibi standartlara uygunluk konusunda calismis olmak veya bilgi
sahibi olmak,

Tercihen API yasam dongusu yénetimi (API lifecycle management), gateway clustering ve
yuksek erigilebilirlik cézimlerinde gérev almis olmak,

Takim calismasina yatkin, analitik disunen, teknik dokiUmantasyon yapabilen ve sistematik
calisma aliskanligina sahip olmak.

Sistem Uzmani (1 Kisi)

a)

b)

Uygulama sunucusu ve API yonetimi alaninda toplamda en az 3 (l¢) yil tecriibe sahibi olmak
ve belgelemek,

Temel ag teknolojileri, TCP/IP, DNS, DHCP, NAT, VLAN, VPN, Load Balancer gibi kavramlara
hakim olmak,

Sunucu, igletim sistemi ve sistem guvenligi konularinda bilgi sahibi olmak,

Windows Server (2016 ve Uzeri) ve/veya Linux tabanh (Red Hat, CentOS, Ubuntu vb.) sunucu
isletim sistemlerinin kurulumu, yapilandirilmasi, yedekleme ve izleme islemlerinde deneyim
sahibi olmak,

Group Policy, DNS, DHCP, File Server gibi servislerin kurulumu, yonetimi ve sorun giderme
sureglerinde bilgi sahibi olmak,



f) Sanallastirma platformlarindan (VMware vSphere/ESXi, Proxmox vb.) en az birinde deneyim
sahibi olmak,

g) Linux ve Windows sistemlerde guvenlik aciklarini analiz edebilmek ve istismar (exploit)
edebilmek,

h) Yedekleme ve felaket kurtarma (Disaster Recovery) ¢ozumleri konusunda bilgi sahibi olmak,

i) Merkeziloglama, izleme ve alarm sistemleri (Zabbix, Nagios, ELK, Grafana vb.) hakkinda bilgi
sahibi olmak,

j) Temel diizeyde komut satiri ve betik dili bilgisi (PowerShell ve/veya Bash) sahibi olmak,

k) Tercihen yuksek erigilebilirlik (HA), yik dengeleme (Load Balancing) ve cluster sistemleri
hakkinda bilgi sahibi olmak,

[) Tercihen merkezi kimlik dogrulama sistemleri (LDAP, RADIUS, SSO, MFA) konusunda tecrube
sahibi olmak,

m) Tercihen kamu kurumlarinda veya kullanici sayisi ylksek ortamlarda sistem yoénetimi
tecribesine sahip olmak,

n) Takim c¢alismasina vyatkin, kriz anlarinda ¢6zim odakli hareket edebilen ve teknik
dokiimantasyon yapabilen bir yapiya sahip olmak,

o) ISO/IEC 27001 Bilgi Glvenligi Yonetim Sistemi hakkinda bilgi sahibi olmak, bilgi guvenligi
politikalarina uygun sistem yonetimi gerceklestirebilecek bilgiye sahip olmak,

p) ITIL servis yonetim surecleri (Incident, Change, Problem Management vb.) hakkinda bilgi
sahibi olmak ve bu sureclere uygun sekilde teknik destek verebilecek bilgiye sahip olmak.

. Veri Tabani Uzmani (1 Kisi)

a) Veri tabani yénetimi alaninda en az 3 (G¢) yil tecrlibeye sahip olmak ve belgelemek,

b) Oracle Certified Professional (OCP), Microsoft Certified: Azure Database Administrator
Associate, PostgreSQL Certified Professional, MySQL Database Administrator Certified
Professional sertifikalarindan en az bir tanesine sahip olmak veya bunlara esdeger
uluslararasi gecerlilige sahip veri tabani yoénetimi sertifikalarindan birine sahip olmak ve
belgelendirmek,

c) Veri tabani yonetimi, yedekleme, performans iyilestirme ve guvenligi alanlarinda galistigini
gOsterir  SGK hizmet dokimd veya calistigi kurumdan alinmis referans yazisini
belgelendirmek,

d) DBMS mimarisi hakkinda bilgi sahibi olmak ve en az bir iligkisel veri tabani yonetim sisteminde
(MS SQL Server, PostgreSQL, MySQL vb.) aktif olarak ¢alismis olmak,

e) Veri guvenligi, veri butlnligu ve yedekleme konularinda bilgi sahibi olmak,

f) Microsoft SQL Server, PostgreSQL veya MySQL gibi yaygin veri tabani sistemlerinden en az
birinde ileri dlizeyde ydnetim bilgisine sahip olmak (kullanici, yetki, sema, indeks, trigger, view,
stored procedure, function vb. konular),

g) Performans izleme, sorgu optimizasyonu (query tuning), indeksleme ve kaynak yonetimi
konularinda deneyimli olmak,

h) Veriyedekleme, kurtarma ve felaket senaryolarinin uygulanmasi konularinda bilgi sahibi olmak
(pg_dump, SQL Server Backup vb.),

i) Yuksek erisilebilirlik ¢ozimleri konusunda bilgi sahibi olmak (Always On, Log Shipping,
Replication, Cluster, Streaming Replication vb.),

i) Veri aktarimi, disal/ige veri yukleme (import/export), ETL islemleri ve veri tasima sureclerinde
gobrev almis olmak,

k) Tercihen veri maskeleme, anonimlestirme, loglama ve audit strecleri konusunda bilgi sahibi
olmak,

[) Tercihen kurumsal dlgekte, blyuk hacimli veri yapilari Gzerinde galismis olmak,

m) Tercihen veri tabani izleme ve yonetim araglanni kullanmis olmak (OEM, SQL Server
Management Studio, pgAdmin, DBeaver, Zabbix entegrasyonu vb.),

n) Tercihen ITIL sireglerine asinalik ve 27001 Bilgi Glvenligi Yonetim Sistemi gergevesinde veri
tabani yonetimi tecrtibesi,

0) Takim galismasina yatkin olmak, dizenli teknik dokimantasyon hazirlayabilmek ve guvenlik
politikalarina uygun calisabilmek.



6. Mobil Uygulama Geligtirme Uzmani (1 Kisi)

a)
b)

c)

Mobil uygulama gelistirme alaninda en az 3 (i) yil tecriibeye sahip olmak ve belgelemek,
Yazilim gelistirme yasam dongusiine, kod versiyonlama sireglerine ve temel yazilim
mimarilerine hakim olmak,

Uygulama givenligi, veri gizliligi ve mobil platformlara 6zgu kisitlar konusunda bilgi sahibi
olmak,

Android (Java/Kotlin) ve/veya i0OS (Swift/Objective-C) platformlarinda mobil uygulama
gelistirme konusunda uygulamali tecribe sahibi olmak,

Tercihen Flutter, React Native, gibi ¢capraz platform teknolojilerinden en az biriyle uygulama
gelistirmis olmak,

RESTful API servisleri ile mobil uygulama entegrasyonu konusunda bilgi sahibi olmak,
JSON, XML gibi veri formatlariyla ¢calisabilecek bilgiye sahip olmak,

Mobil uygulamalarda performans optimizasyonu, bellek yo6netimi ve hata ayiklama
(debugging) konularinda tecrtibeli olmak,

Uygulama magazalarina (Google Play, Apple App Store) ylkleme, strim gincelleme ve
dagitim sireglerine hakim olmak,

Git veya benzeri bir versiyon kontrol sistemi ile calismis olmak,

Mobil uygulamalarda bildirim sistemleri (push notification), kamera, harita, dosya sistemi vb.
cihaz donanimlarina erigsim konularinda bilgi sahibi olmak,

Tercihen kullanici dostu arayuz (Ul) ve kullanici deneyimi (UX) tasarim ilkelerine uygun
uygulama gelistirmis olmak,

m) Tercihen mobil uygulamalarda kimlik dogrulama ve guvenlik uygulamalar (JWT, OAuth2,

n)

0)

biometric authentication) hakkinda bilgi sahibi olmak,

Tercihen Firebase, Google Maps, App Center gibi servisleri mobil uygulamalarda entegre
olarak kullanmis olmak,

Tercihen mobil uygulama test araclari (Appium, Espresso, XCTest vb.) ve otomasyon surecleri
hakkinda bilgi sahibi olmak.

7. Siber Givenlik Uzmani (1 Kisi)

a)
b)
c)
d)
e)

f)

Ag sistemleri ve/veya bilgi glivenligi alaninda en az 3 (l¢) yil tecribeye sahip olmak ve
belgelemek,

Temel ag teknolojileri, protokoller ve mimariler konusunda bilgi sahibi olmak (TCP/IP, UDP,
VLAN, NAT, Routing, Switching vb.),

Bilgi glivenligi yonetimi, erisim kontroll, glivenlik politikalari ve risk dederlendirme konularinda
bilgi sahibi olmak,

Firewall, IPS/IDS, VPN, Proxy, WAF gibi ag gtvenlik cihazlari ve sistemlerinin kurulumu,
yapilandiriimasi ve yonetimi konusunda deneyimli olmak,

Windows ve Linux sistemlerde guvenlik aciklarinin tespiti ve temel sertifika yonetimi
konularinda bilgi sahibi olmak,

Guvenlik duvari kurallari, port glvenligi, aj segmentasyonu ve DMZ vyapilandirmalari
konularinda deneyim sahibi olmak,

Antiviris, EDR/XDR ¢dzumleri gibi ug nokta ve ag glivenligi tGrlinlerinde deneyim sahibi olmak,
Penetrasyon testi ve zafiyet tarama araclar (Nessus, Nmap, OpenVAS, Metasploit vb.)
hakkinda bilgi sahibi olmak,

Tercihen ISO/IEC 27001, KVKK, NIST gibi standartlara uygun glivenlik test sureclerine katki
saglamig olmak,

Tercihen ITIL sureglerine asinalik (6zellikle Incident, Change ve Problem Management),
Tercihen kamu kurumlarinda ya da yuksek glvenlik gerektiren ortamlarda goérev almig olmak,
TercihenSIEM sistemleri ile log toplama, analiz ve korelasyon islemleri gergceklestirebilmek,

m) Takim c¢alismasina yatkin olmak, stres altinda calisabilmek, teknik dokimantasyon ve

raporlama yapabilmek.



8.

Sizma Testi Uzmani (1 Kisi)

a)

b)

c)
d)
e)
f)
9)
h)
i)
j)
k)

1)

Bilgi guvenligi, sizma testleri veya guvenlik denetimi alaninda en az 3 (ig) yil tecribeye sahip
olmak ve belgelendirmek,

CEH (Certified Ethical Hacker), OSCP (Offensive Security Certified Professional) veya TSE
onayh Sizma Testi Sertifikasina sahip olmak veya bunlara esdeger uluslararasi gecerlilige
sahip sizma testi sertifikalarindan birine sahip olmak ve belgelendirmek,

Sizma testi alaninda galistigini gésterir SGK hizmet dékiimi veya ¢alistigi kurumdan alinmig
referans yazisini belgelendirmek,

Bilgi guvenligi temelleri, guvenlik agiklari, tehdit vektorleri, protokol zafiyetleri ve guvenlik
mimarileri hakkinda bilgi sahibi olmak,

ic ve dis ag sizma testleri, web uygulama testleri, mobil uygulama testleri ve kablosuz ag
testleri konularinda pratik deneyime sahip olmak,

Penetrasyon testi araglarina hakim olmak (Nmap, Metasploit, Burp Suite, Nessus, Nikto,
sqlmap, Hydra, John the Ripper, Wireshark vb.),

Zafiyet tarama, exploit gelistirme, privilege escalation, password cracking gibi alanlarda
uygulamali bilgi sahibi olmak,

Web uygulama glvenligi testlerinde kullanilan manuel tekniklere ve otomatik araglara hakim
olmak,

Linux ve Windows sistemlerde glvenlik agiklarini analiz edebilmek ve istismar (exploit)
edebilmek,

Raporlama konusunda yetkin olmak; test sonuglarini teknik ve ydnetsel dizeyde aciklayabilen
raporlar hazirlayabilmek,

Tercihen TSE onayli “Sizma Testi Sertifikasi’na sahip olmak veya TSE’nin yetkilendirdigi bir
kurulusta sizma testi gergeklestirmis olmak,

Tercihen OSCP (Offensive Security Certified Professional), CEH (Certified Ethical Hacker),
eJPT, GPEN gibi uluslararasi gecerlilige sahip sertifikalardan bir veya birkagina sahip olmak,

m) Tercihen SIEM, DLP, EDR/XDR, IDS/IPS sistemleriyle entegre ¢alisan givenlik ortamlarinda

n)

0)

test gergeklestirmis olmak,

Tercihen kaynak kod analizi, glivenli yazihm gelistirme sirecleri ve uygulama givenligi testleri
hakkinda bilgi sahibi olmak,

Tercihen ISO/IEC 27001, KVKK, NIST gibi standartlara uygun givenlik test siireclerine katki
saglamis olmak.

Bilgi Guivenligi Uzmani (1 Kisi)

a)
b)
c)
d)

e)
f)
9)
h)
i)
)

Bilgi guvenligi, siber glvenlik, risk yonetimi veya denetim alaninda en az 3 (ig) yil tecriibeye
sahip olmak ve belgelemek,

Bilgi guvenligi standartlari, politikalari, stre¢ yénetimi ve guvenlik mimarileri hakkinda bilgi
sahibi olmak,

ISO/IEC 27001 Bilgi Glvenligi Yonetim Sistemi (BGYS) standardi ve uygulamalari konusunda
bilgi ve deneyim sahibi olmak,

KVKK, 6698 sayili Kisisel Verilerin Korunmasi Kanunu, 5651 sayili yasa, Bilgi Glvenligi
Rehberi,TSE, NIST, COBIT gibi ulusal ve uluslararasi dizenlemelere asinalik ve bu
kapsamlarda uyumluluk ¢alismalarinda gorev almis olmak,

Kurumsal risk analizleri gerceklestirebilmek, risk degerlendirme ve risk isleme planlari
hazirlayabilmek,

Bilgi guvenligi politikalari, prosedurleri, talimatlari ve farkindalik galismalarinin hazirlanmasi
ve uygulanmasi sureglerinde gorev almis olmak,

ic denetim, dis denetim ve sertifikasyon siireglerinde bilgi giivenligi tarafinda destek vermis
olmak,

Gulvenlik ihlali, olay mudahalesi (incident response), veri sizintisi tespiti ve raporlama
sureglerine katki saglayabilecek bilgi ve beceriye sahip olmak,

Tercihen ISO/IEC 27001 i¢ Denetgi, ISO 27005 Risk Ydnetimi, ISO 22301 is Surekliligi gibi
sertifikalardan en az birine sahip olmak,

Tercihen bilgi givenligi denetimi ve uyum kontrollerinde aktif gérev almis olmak,



NP

k) Tercihen guvenlik acigl yonetimi, zafiyet tarama, sizma testi ¢iktilarinin analiz edilmesi ve
riskle iliskilendirilmesi konularinda bilgi sahibi olmak,

[) Tercihen bilgi guvenligi farkindalik egitimleri, kullanici bilgilendirme c¢alismalari ve sosyal
muhendislik testlerinde rol almis olmak,

m) Tercihen ITIL ve ISO 20000 gibi hizmet yonetim standartlari hakkinda temel bilgi sahibi olmak,

n) Takim calismasina yatkin, analitik disince yapisina sahip, gugli yazili ve sézlu iletisim
becerisi olan, dokiimantasyon konusunda disiplinli calisabilmek.

lll. ISTENILEN BELGELER

Adaylar Genel Basvuru Sartlari ile her bir pozisyon icin belirlenmig olan “Ozel Bagvuru Sartlari”
basliginda istenilen sertifikalar ile mesleki tecribe veya deneyimi gosteren belgeleri bagvuru
ekraninda yer alan ilgili b6lime ylkleyeceklerdir.

Bagvurulan pozisyon i¢in mesleki tecribe sartini gosteren belgelerin; (basvurulan pozisyon ile ilgili
alan bilgisi, ¢alisilan hizmetler/projeler ve bu hizmetlerin/projelerin kapsami, ¢alisma streleri vb.)
pdf veya jpeg formatinda yuklenmesi gerekmektedir. Adaylardan gerekli durumlarda sisteme
yuklenen belgelerin asillari istenilebilecektir.

Ozel Bagvuru Sartlari bashginda belgelenmesi istenilen niteliklerin ibraz edilen belgede yer
almamasi ya da tam olarak anlagiilmamasi durumunda bagvurular gegersiz sayilacaktir.

IV. BASVURU iSLEMLERI

Muracaatlar, basvuru sartlarini tasiyan adaylarin bizzat kendileri tarafindan 02.02.2026—
16.02.2026 (saat 16:30) tarihleri arasinda DIBBYS programi (izerinden “sinav.diyanet.gov.tr”
adresi araciligi ile yapilacaktir.

Adaylarin 6grenim durumlari elektronik ortamda tespit edilecektir. Ogrenim bilgileri elektronik
ortamda bulunmayan adaylar, basvuru islemlerinden 6énce mezuniyet bilgilerini ilgili kurumlar
(Universiteler) araciligiyla elektronik ortama kaydettireceklerdir.

Adaylar Genel Bagvuru Sartlari ile Ozel Basvuru Sartlari bagh@i altinda istenilen belgeyi bagvuru
ekranindaki ilgili bélime PDF veya JPEG formatinda ytikleyeceklerdir.

Adaylar, bagvuru ekranindaki ilgili alana is deneyimini gésteren 1000 karakteri agsmayacak sekilde
0z gecmislerini yazacaklardir.

Basvuru islemlerinin hatasiz, eksiksiz ve duyuruda belirtilen hususlara uygun olarak
yapilmasindan adaylarin kendileri sorumlu olacaktir.

Muracaatlarin sona ermesinden sonra adayin basvuru bilgilerinde hangi nedenle olursa olsun
kesinlikle degisiklik yapilmayacaktir.

Bu duyuruda belirlenen esaslara uygun olmayan basvurular kabul edilmeyecektir.

V. SINAVA ILISKIN TEBLIGAT VE DUYURULAR

Sinav ve sonuglari ile ilgili butiin duyurular Baskanh@imiz internet sitesinde ve ayni sitedeki insan
Kaynaklari Genel Midirligu sayfasinda ilan edilecektir. Adaylara ayrica tebligat yapilmayacaktir.
Sinav Giris Belgesi alma ve sinav sonu¢g Ogrenme islemleri adaylar tarafindan
“sinav.diyanet.gov.tr” adresi araciligiyla gergeklestirilecektir.

VI. SINAVA CAGIRMA, SINAVIN YERI VE TARIHI

Sinav s6zlt/uygulamali olarak 03.03.2026 tarihinde Ankara’da baslatilacaktir.

2024 yil lisans dizeyi Kamu Personel Segme Sinavi (KPSS) P3 puaninin yuzde yetmigiile
yabanci dil puaninin yizde otuzunun toplami esas alinarak bagvurular arasindan en ylksek
puana sahip adaydan baglamak suretiyle atama yapilacak kadro sayisinin 10 (on) kati aday, son
siradaki adayla ayni puani alanlar dahil olmak Gzere sinava ¢agrilacaktir.

Adaylar sinava gelirken “Sinav Girig Belgesi” ile birlikte kimlik belgesini (ntfus ctizdani, kimlik karti
veya pasaport) yanlarinda bulunduracaklardir. Kimlik belgesi ile sinav giris belgesi bulunmayan
adaylar sinava alinmayacaktir. Nufus ctizdani, kimlik karti veya pasaport digsinda bagka bir belge
kimlik belgesi olarak kabul edilmeyecektir.


https://dibbys.diyanet.gov.tr/ikys/sinav/kurumdisi/
https://dibbys.diyanet.gov.tr/ikys/sinav/kurumdisi/
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VII. SINAV SONUGLARINA iTiRAZ

Adaylar tarafindan sézli sinav sonuglarina iligkin itirazlar sézlG/uygulamali sinavin sonuglarinin
ilan edilmesinden itibaren 5 (bes) gin icinde duyuruda belirtilen “Yazisma Adresi’ne yapilacaktir.
Belirtilen siire igerisinde ulastirilmayan ve “DIGER HUSUSLAR’ bashginda belirtilen sekilde
yapilmayan itirazlar dikkate alinmayacaktir.

itirazlarin sonucu, yapilan inceleme neticesinde ilgililere yazili olarak bildirilecektir.

Suresi icinde yapilmayan itirazlar igsleme alinmayacaktir.

VIIl. DEGERLENDIRME VE BASARI SIRALAMASI

Sinavda basarili olabilmek i¢in sézli/uygulamali sinavdan 100 (ytz) tam puan Uzerinden en az 70
(yetmis) puan almak gerekmektedir.

Basarili olanlardan ilan edilen pozisyon sayisi kadari asil, ilan edilen pozisyon sayisi kadar aday
da yedek olarak siralanacaktir.

IX. DIGER HUSUSLAR

7315 Sayih Guvenlik Sorusturmasi ve Arsgiv Arastirmasi Kanunu geregince giivenlik
sorusturmasi/arsiv aragtirmasi sonucu olumlu olan adaylarin atamasi yapilacaktir.
Baskanlik, sinav slrecinin her asamasinda adaylar tarafindan belirtilen hususlarda adaylardan
ayrica bilgi ve belge talep edebilecektir.

Sinav Oncesi, sonrasi ve yerlestirme surecindeki igslemlerde gercede aykiri belge verdigi ya da
beyanda bulundugu tespit edilen adaylarin basvuru ve sinavlari gecgersiz sayilacaktir.

Adaylarin, sinavin tim asamalariyla ilgili taleplerini T.C. kimlik numarasi, adi, soyadi, imza ve
adreslerinin yer aldigi islak imzal yazil dilekge ile Baskanhgimiz insan Kaynaklari Genel
Mudurliaga Personel Sistemleri EGitim ve Sinavlar Daire Baskanligina ulastirmalari gerekmektedir.
Faks ve e-posta ile ulastirilan talepler dikkate alinmayacaktir.

Bu duyuruda yer almayan hususlarla ilgili olarak 657 sayili Devlet Memurlari Kanunu, 375 sayili
Kanun Hikmiinde Kararname, Kamu Kurum ve Kuruluslarinin Biyiik Olgekli Bilgi Islem
Birimlerinde Sézlesmeli Bilisim Personeli istihdamina iliskin Esas ve Usuller Hakkinda Yénetmelik
hiklmleri gecerlidir.

X. ILETiSIM

Yazigsma Adresi : Diyanet isleri Bagskanligi insan Kaynaklari Genel Mudurligi

Personel Sistemleri Egitim ve Sinavlar Daire Baskanligi

Universiteler Mah. Dumlupinar Blv. No:147/A 06800 Cankaya/ANKARA
Telefon : (0312) 295 77 63

E-posta . persis@diyanet.gov.tr

ilgililere duyurulur.
DIYANET iSLERI BASKANLIGI
INSAN KAYNAKLARI GENEL MUDURLUGU



